Mortgage Bankers and Brokers Association of New Hampshire
Project:
Union Leader Submission / Loan Modification
Date:

Nov. 11, 2011
---------------------------------------------------------------------------------------------------------------------

Red flags for loan modification scams
By: Eric Boucher, NMLS #409082, Mortgage Loan Officer at Northway Bank 
With foreclosures proliferating, so are scams that promise to help worried homeowners modify their mortgage. These scams are dangled in many ways—direct mail, robocalls, Internet ads—but despite their big promises, all they deliver is more misery for people who are facing enough already.
Bear in mind: Modifying a mortgage isn’t the same as refinancing. With refinancing, you get a new loan entirely—and it doesn’t have to be through your current lender. Loan modification, on the other hand, involves changing the terms of your current mortgage with your existing lender. 

Some homeowners are eligible for legitimate modification programs, but far too many grab for bogus—and invariably expensive—lifelines when they’re at their most vulnerable.
How can you spot a scam? Watch for these red flags. 

· The pay to play. You’re asked for a fee “to get things started” by someone offering to negotiate with your lender to modify your loan.
· The guarantee. Someone guarantees he can stop a foreclosure or get your loan modified. (Even legitimate counselors approved by the U.S. Department of Housing & Urban Development can’t make such a guarantee.)
· The stop payment. You’re advised to stop paying your mortgage company and send your payment elsewhere (likely to a bogus organization with an official-sounding name). 

· The deed transfer. You’re pressured to sign over the deed to your home. 

· The hurried signature. You’re pressured to sign paperwork you haven’t had a chance to read and don’t fully understand.
· The “leave everything to me.” You’re told not to contact your lender or lawyer by someone who “graciously” offers to handle everything.
· The dot.dubious. You’re looking into a supposed government loan modification program, but the website ends with .com or .net instead of .gov. 

· The information grab. You’re asked to release personal financial information online or over the phone by someone you don’t know. 

· The forensic loan audit. A scammer offers to review your mortgage documents to determine if your lender complied with state and federal lending laws—for a fee, of course.

For more information about loan modification scams and how to spot them, visit loanscamalert.com. You’ll also find a link to HUD-approved counseling agencies that offer real help, free of charge. 
Your mortgage lender also can be a source of information about legitimate government or bank-sponsored programs. There is a consortium of New Hampshire banks participating in a statewide program called Helping Hand for Homeowners. This program allows certain homeowners to refinance their mortgage under more affordable terms if they’re facing imminent foreclosure because of a financial hardship.
Even if you’re not a candidate for refinancing or modification, there may be other programs that can help. Your mortgage lender can evaluate your situation and direct you to appropriate resources. 
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